
Lenovo® recommends Windows Vista® Business.

Call your Lenovo rep. to find out more 
about the tools and services
available to your company.

THINKPAD T400 IS STRONG ENOUGH 
TO SURVIVE A FALL.
AND SMART ENOUGH TO BE FOUND
IF STOLEN.
Select Lenovo ThinkPad notebooks
have anti-theft protection built in.

Select Lenovo® ThinkPad® notebooks utilize Intel® Anti-Theft 
Technology which when combined with Computrace® anti-
theft software provide tamper-resistant security. Should 
your ThinkPad be stolen, simply file a police report and 
the  Absolute® Theft Recovery Team will track and recover 
it, in conjunction with law enforcement agencies. You can 
also remotely deactivate your stolen or missing notebook 
or delete sensitive corporate data so it doesn’t fall into the 
wrong hands. Save your company data and money, with 
Lenovo ThinkPad notebooks.

Lenovo ThinkPad T400 notebook is powered by  
Intel® Centrino® 2 with vPro™ technology.



LENOVO THINKPAD T400 COMES WITH 
ANTI-THEFT PROTECTION BUILT IN.

Computer Theft Recovery, Data Protection
& IT Asset Management 
With the vast amount of sensitive data now being stored on computers, 

organizations risk litigation and public relations nightmares when even one 

notebook goes missing. Now, more than ever, organizations must be able 

to accurately track and control their computers – knowing at any given 

time who is using them, what’s been installed on them – with access 

to technology that can delete or control business data if the computer 

is lost or if it falls into the wrong hands. Proving that this diligence is in 

place can be  critical to satisfying corporate and government compliance 

regulations. Computrace® products from Absolute® Software offer the 

best technology to protect your Lenovo® computers from theft, loss and 

data breach. With Computrace products, your customers can centrally 

track and manage up to 100% of your remote and mobile computers on 

or off company networks.

Product Features
Computer Theft Recovery:
Deter theft, minimize computer drift and recover lost or stolen computers. 

When a PC is reported stolen, the Absolute Theft Recovery Team works with 

local law enforcement to track and recover it.

 

Data Protection:
Remotely delete data or even deactivate stolen or missing computers so 

sensitive information doesn’t fall into the wrong hands. An innovative  

feature allows you to disable your PC automatically if it does not 

connect to the server within a set period of time or when there are 

too many failed login attempts. This action is reversible with a special 

password. So you can protect your data, meet strict regulatory compliance 

requirements and ensure computers are left clean and free of sensitive data 

at retirement.

IT Asset Management:
View up to 100% of client computers including remote and mobile users.

Manage these assets through a selection of inventory management reports 

and user defined fields. Accurately track computers to know who is using 

them and what’s been installed on them. You can even track computers using 

GPS1 and Wi-Fi technology. Spotting current and historical locations on a 

Google™ map or satellite image to within about 33 feet.

Levels of Protection:
Don’t wait to purchase this technology after a theft, when sensitive data 

and expensive hardware have already gone missing. Levels of protection 

are available to accommodate deployments of all sizes.

Key Differentiators
• 	Tamper-resistant PC tracking 
	 via hardware-based capabilities
•	 Managed theft recovery service 
	 & built-in anti-theft intelligence

Firmware Based Technology
With Computrace® and Intel® Anti-Theft Technology, customers get an 

additional degree of tamper resistance. After remotely deleting data, you 

can lock a missing computer for added security. Or you can even have 

the computer deactivate automatically if it doesn’t call into the Absolute 

Monitoring Center within a set time – before it goes missing.
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1 GPS receiver required. For complete list of supported GPS receivers visit www.absolute.com/geolocation  2 Standard 
Reports  3  Advanced Reports.  ©2009 Absolute Software Corporation. All rights reserved. Computrace and Absolute are 
registered trademarks of Absolute Software Corporation. All other trademarks are properties of their respective owners.
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Call your Lenovo rep. to find out more about the tools and services available to your company.

Lenovo® recommends Windows Vista® Business.

Lenovo ThinkPad T400 notebook is powered by Intel® Centrino® 2 with vPro™ technology.


